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Introducing a New Secure Login
 
McCarthy and JV partners will soon have a new experience logging into our network.
 
Over the next few months, McCarthy IT will be turning on a new secure login.  This change will add an extra layer of security by asking for 'something else' alongside your username and password.
 
Why do we need a new secure login?
Like other large companies, McCarthy is being proactive with this approach.   This security will help prevent hackers taking over individual email accounts to attempt crimes.  Here are some reported examples:
 
1. Redirecting individual direct deposit accounts in payroll.
1. Requesting direct payment for a job site or a charity service to fraudulent wired and direct accounts
1. Convincing others to provide gift cards to upper management.
 
Benefits
1. Securing Accounts: Without a secure login, a hacker that guesses or steals your password can use it to wreak havoc across your accounts.  This feature helps protect you and McCarthy from a costly data breach.
1. Saving Time and Money:  A secure login makes it easier for our partners to access all their accounts quickly so that you can get on with your work, without sacrificing security, by allowing McCarthy to enable login options that best support your workstyle.
 
Objectives
1. Stop fraudsters and attackers from accessing accounts
1. Keep accounts secure, even if a password is stolen
1. Get the highest security possible with the least friction
1. Keep information private and secure.
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